Integritetspolicy

CELL.KOMUNIKACIJA Sp. z 0.0., som bedriver verksamhet under namnet WW IQ Test (gemensamt kallade "WW IQ
Test”, "vi”, "0ss” eller "FOretaget”), respekterar integriteten hos anvandarna av var webbplats ("Anvandare” eller
"du”) och ar engagerade i att skydda anvandarnas personuppgifter. Vi anser att du har ratt att kanna till vara
metoder nar det galler informationen vi kan samla in och anvanda om dig nar du anvander var webbplats pa

https://se.wwiqtest.com/ och dess underdomaner (gemensamt kallade "Webbplatsen”).

Las noggrant igenom foljande for att forsta WW IQ Tests synsatt och praxis gallande dina personuppgifter och
hur WW 1IQ Test kommer att behandla dem. Termer med versal begynnelse som inte definieras har har den

betydelse som anges i vara Anvandarvillkor pa https://se.wwigtest.com/terms-conditions/, vilka denna

Integritetspolicy hanvisar till och utgér en del av.

Innehallsforteckning

Vem vi ar

e Centrala definitioner

e Vad vi samlarin

o Kallor till personuppgifter

e Hur vi anvander personuppgifter och rattsliga grunder
e Cookies, analys och annonsering

e Delning av personuppgifter med tredje part
e Internationella datadverforingar

e Lagring

o Sakerhet

e Dina rattigheter

e Sekretessmeddelande for Kalifornien (CPRA)
e Barn och tonaringar

e Hur du kontaktar oss

Andringar i denna policy

1) Vem vi ar

Personuppgiftsansvarig.
Den personuppgiftsansvarige for dina personuppgifter ar CELL.LKOMUNIKACIJA Sp. z 0.0., registrerat i Polen med

sitt sate i Krakow, Polen ("WW IQ Test”, "vi”, "0ss” eller "foretaget”).


https://se.wwiqtest.com/
https://se.wwiqtest.com/terms-conditions/

Vad denna policy omfattar.

Denna integritetspolicy galler for din anvandning av https://se.wwiqgtest.com/ och dess underdomaner, samt de

tjanster vi tillhandahaller via webbplatsen, inklusive WW IQ Test-resultat (t.ex. IQ-poang, certifikat, rapporter) och

hjarntraningsprogrammet IQBooster (gemensamt kallade "tjdnsterna”).

Forhallande till vara villkor.
Denna integritetspolicy utgor en del av och ar inférlivad i vara Anvandarvillkor, som finns pa

https://se.wwiqtest.com/terms-conditions/.

Global tillampning; kaliforniskt meddelande.
Denna policy galler globalt. Invanare i Kalifornien bor dven lasa Sekretessmeddelandet for Kalifornien (avsnitt

12) fér information som ar specifik for kalifornisk lag.

Vad som inte omfattas.
Denna policy galler inte for tredjepartswebbplatser, tjanster eller betalningsplattformar som vi inte kontrollerar

(t.ex. vissa oberoende betalningsleverantérer). Deras integritetsrutiner styrs av deras egna policys.

2) Centrala definitioner

Personuppgifter — all information som identifierar eller kan kopplas till en identifierbar individ (t.ex. namn, e-

post, IP-adress, konto-ID, kdphistorik, testresultat/poang, supportarenden).

Behandling — varje atgard som utfors pa personuppgifter, sdsom insamling, registrering, organisering, lagring,

anvandning, utlamning, éverféring eller radering.

Personuppgiftsansvarig / Personuppgiftsbitrade — enligt GDPR: den personuppgiftsansvarige bestammer
syftet och medlen for behandlingen av personuppgifter; ett personuppgiftsbitrade behandlar uppgifter pa

uppdrag av den personuppgiftsansvarige enligt avtal.

Tjansteleverantor — enligt kalifornisk lag: en enhet som behandlar personuppgifter for ett affarssyfte for var

rakning och som enligt avtal ar begransad till detta (motsvarar ett GDPR-bitrade).

Tredje part / Oberoende personuppgiftsansvarig — en part som inte ar var tjansteleverantér och som sjalv
bestammer syfte och medel fér sin behandling (t.ex. betalningsplattformar som PayPal nar de agerar

sjalvstandigt).

Forsaljning (Kalifornien) — att [amna ut eller tillgangliggdra personuppgifter till en tredje part mot ekonomisk

eller annan vardefull ersattning, enligt definitionen i kalifornisk lag.

Delning (Kalifornien) — att lamna ut eller tillgangliggora personuppgifter till en tredje part for beteendebaserad

annonsering mellan plattformar, oavsett om pengar utbyts eller inte.

Malinriktad annonsering — att visa annonser baserade pa din aktivitet dver icke-anslutna webbplatser, appar

eller tjanster dver tid (aven kallat "cross-context behavioral advertising”).

Kéanslig personlig information (SPI) — vissa typer av data som enligt GDPR/Kalifornien anses kansliga (t.ex.
kontoinloggning med l6senord, exakt geolokalisering, statliga ID-nummer, finansiella uppgifter, halsodata eller

biometrisk information). Vi beskriver eventuell behandling av SPI och dess syfte i avsnitten 3-5 och 12.


https://se.wwiqtest.com/
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Cookies / Sparningstekniker — sma filer, pixlar, SDK:er eller liknande teknik som lagras pa eller lases fran din
enhet eller webbldsare for att mojliggéra grundldggande funktioner, analys, sakerhet/férebyggande av bedrageri

och (nar tillampligt) annonsering. Dina val beskrivs i installningarna for cookies och i avsnitt 6.

Cookie-/SDK-preferenser — dina val i vara samtyckes- eller installningsverktyg som styr icke-nédvandiga

cookies/SDK:er (t.ex. for analys eller annonsering).

3) Vad vi samlar in

Vi samlar in de typer av information som beskrivs nedan nar du anvander webbplatsen och tjansterna, kontaktar
oss eller pa annat satt interagerar med oss. Viss information samlas in direkt fran dig, viss automatiskt fran din

enhet/webbldsare och viss fran vara tjansteleverantorer (t.ex. betalnings- och analystjanster).

3.1 Information du lamnar till oss

Konto- och kontaktuppgifter: namn, e-postadress, kontouppgifter (se notering om SPI nedan),
kommunikationsinstallningar.

Testdeltagande och resultat: din aktivitet i WW IQ Test (t.ex. fragor du besvarar, valda svar, tidsstamplar,
testdatum/-tid) samt resultat sasom IQ-poang, certifikat och eventuella rapporter som genereras.

Supportkommunikation: meddelanden du skickar via formular eller e-post (inklusive test-ID:n du anger)
samt var korrespondens med dig i syfte att sakra kvalitet och forbattra tjansten.

Marknadsforingsval: dina prenumerations- och avregistreringsinstallningar samt relaterade preferenser.

3.2 Information som samlas in automatiskt (enhet, anvandning,
cookies)

e Enhets- och tekniska data: webbladsartyp/version, operativsystem, skarmuppldsning, sprakinstallningar,
enhetsidentifierare (t.ex. IP-adress, cookie-ID, mobila/annonserings-ID:n dar tillampligt) och diagnostiska
loggar.

e Anvandnings- och interaktionsdata: besokta sidor, klickade lankar, tid pa sida, hanvisnings-/utgangssidor
samt aktivitet pa webbplatsen och inom tjansterna.

o Ungefarlig plats: IP-baserad plats for bedrageriskydd, sakerhet, lokalisering av tjanster och analys. Vi samlar
inte in exakt (GPS-baserad) platsinformation.

o Cookies/SDK:er: vi och vara tjansteleverantérer anvander cookies, pixlar, taggar och liknande teknik for
grundldggande funktioner, sakerhet, analys och (nar tillampligt) annonsering. Se avsnitt 6 (Cookies, analys
och annonsering) och cookieinstallningar for detaljer och valmaéjligheter.

3.3 Information relaterad till kop och betalningar

e Betalningshantering: om du gor ett kop hanteras betalningen av vara betalningsleverantoérer (t.ex. Stripe,
SolidGate, PayPal).



e Vilagrar inte fullstandiga betalningskortsnummer eller CVV-koder i vara system.

e Vi kan fa tokeniserade referenser, transaktionsmetadata och (nar tillampligt) de fyra sista siffrorna pa ditt
kort for registerforing, bedrageriskydd och kundsupport.

e Vissa betalningsleverantdrer (t.ex. PayPal) agerar som oberoende personuppgiftsansvariga - deras
anvandning av dina uppgifter styrs av deras egna integritetspolicys.

3.4 Information fran andra kallor

e Tjansteleverantorer och partners: vi kan fa begransad data fran analys-, bedrageriskydds- eller
supportverktyg (t.ex. aggregerad anvandningsstatistik, felsokningsdata, ungefarlig plats baserad pa IP).

o Offentliga eller kommersiella kéllor: dar det ar tillatet enligt lag kan vi komplettera vara register med
offentligt tillganglig information eller databaser for att uppratthdlla noggrannhet, forhindra bedragerier eller
forbattra tjansterna.

3.5 Slutsatser vi skapar

e Vi kan generera slutsatser utifran din aktivitet och testdeltagande (t.ex. gruppering av resultat eller
segmentering for rapportgenerering och tjansteférbattring).

e Vi anvander inte sadana slutsatser for beslut som far juridiska eller liknande betydande konsekvenser.

3.6 Kanslig personlig information (SPI)

e Vad vi betraktar som SPI: vi kan behandla kontoinloggning och I6senord, vilket enligt vissa lagar betraktas
som kanslig personlig information.

» Syfte och begrénsningar: vi anvander SPI endast for tillatna syften sdsom autentisering, sakerhet och
bedrageriskydd. Vi anvander inte SPI for att dra slutsatser om dig.

e Vad vi inte samlar in: vi samlar inte in statligt utfardade ID-nummer, exakt geolokalisering eller sarskilda
kategorier av data (t.ex. halso- eller biometriska uppgifter).

e Vi erbjuder inte alternativet "Begransa anvandningen av min kansliga personliga information”, eftersom vi
endast anvander sadan information for tillatna syften (autentisering/sakerhet/bedrageriskydd).

3.7 Kombinerad data och lankar till andra avsnitt

Vi kan kombinera ovanstaende information (t.ex. enhetsdata med kontodata) nar det ar nédvandigt for att driva,
sakra och forbattra tjansterna.

All icke-personlig information som kopplas till personuppgifter behandlas som personuppgifter sa lange lanken
finns kvar.

Ytterligare detaljer om hur vi anvander, delar, lagrar och déverfor data finns i avsnitten 5-9, och specifik
information for Kalifornien (inklusive kategorimappning for de senaste 12 manaderna) finns i avsnitt 12 (

Sekretessmeddelande for Kalifornien).



4) Kallor till personuppgifter

Vi erhaller personuppgifter fran féljande kallor:

‘ 4.1 Direkt fran dig

Information du ldmnar nar du anvander tjansterna (t.ex. tar ett test, begar resultat, skapar/hanterar ett konto),

kontaktar oss (formuldr, e-post), stéller in marknadsfoéringspreferenser eller interagerar med kundsupport.

‘ 4.2 Automatiskt fran din enhet/webblasare

Teknisk och anvandningsdata som samlas in via din atkomst till webbplatsen (t.ex. IP-adress, enhets- och
webblasardetaljer, sprak, besdkta sidor, klick, tidsstamplar) samt cookies/SDK:er for karnfunktioner, sakerhet,

analys och (vid tillamplighet) annonsering. Se avsnitt 6 (Cookies, analys och annonsering) och cookieinstallningar.

‘ 4.3 Betalningsleverantorer

Om du gor ett kop far vi begransad betalningsmetadata fran vara betalningsleverantérer (Stripe, SolidGate,
PayPal). Vi tar inte emot eller lagrar fullstandiga kortnummer. Observera att vissa leverantérer (t.ex. PayPal) kan

agera som oberoende personuppgiftsansvariga - deras behandling regleras av deras egna integritetspolicys.

‘ 4.4 Tjansteleverantorer (personuppgiftsbitraden)

Leverantérer som hjalper oss att driva och sakra tjansterna - sdsom hosting/CDN, analys, bedrageriskydd,
sakerhetsdvervakning, kundsupportverktyg och e-postutskick - kan forse oss med aggregerade matvarden,

felrapporter, bedragerisignaler eller interaktionsdata som samlats in pa vart uppdrag enligt avtal.

‘ 4.5 Support- och kommunikationskanaler

Vi samlar in information i de meddelanden du skickar till oss (inklusive bifogade order-/test-ID:n) och kan ta emot

relaterad metadata fran vara support- och e-postsystem for kvalitetssakring och felsdkning.

‘ 4.6 Offentliga eller kommersiellt tillgangliga kallor

Dar det ar tillatet enligt lag kan vi komplettera vara register med begransad information fran offentliga register
eller kommersiella databaser (t.ex. IP-till-region-uppslag) for att uppratthalla datakvalitet, forebygga bedrageri

eller forbattra tjansterna.

‘ 4.7 Single sign-on / inloggning via tredje part (om tillampligt)

Om du anvander en tredje parts inloggning eller SSO for att fa atkomst till tjansterna far vi de kontouppgifter som

tillhandahalls av den leverantéren (t.ex. e-post, namn) i enlighet med dina installningar och leverantorens



integritetspolicy.

4.8 Kombinerad data

Vi kan kombinera information fran ovanstaende kallor (t.ex. enhetsdata med kontodata) nar det ar nédvandigt for
att driva, sakra och férbattra tjansterna.
Icke-personlig data som ar kopplad till personuppgifter behandlas som personuppgifter sa lange kopplingen

kvarstar.

5) Syften med insamling och behandling av

information

Vi anvander personuppgifter for att driva, sakra och forbattra tjansterna. For varje syfte nedan anger vi den
primara rattsliga grunden enligt GDPR (och, dar relevant, sekundara grunder som kan galla beroende pa

sammanhanget).

5.1 Tillhandahalla tjansterna (test/resultat), hantera ditt konto och

fullgora kop/prenumerationer

Exempel: administrera tester; generera och leverera IQ-resultat/certifikat/rapporter; tillhandahalla atkomst till
IQBooster; underhalla din profil och installningar; behandla bestallningar och férnyelser; skicka service- eller
transaktionsmeddelanden (t.ex. kvitton, bekraftelser av provperiod till betalversion).

Rattslig grund: Avtal (Art. 6.1(b)); Berattigat intresse (Art. 6.1(f)) for stédjande verksamhet (t.ex. allman kontinuitet

i tjdnsten innan ett avtal har ingatts).

5.2 Kundsupport och kommunikation

Exempel: besvara forfragningar, felsoka, hantera klagomal och aterbetalningar (dar tillampligt), kommunicera
viktiga uppdateringar eller andringar av villkor/integritetspolicy.
Rattslig grund: Avtal (Art. 6.1(b)) nar det ar kopplat till din anvandning eller ditt kdp; Berattigat intresse (Art. 6.1(f))

for allman support och kvalitetssakring.

5.3 Sakerhet, bedrageriforebyggande och missbruksdetektering

Exempel: autentisera inloggningar; skydda konton; upptacka/forebygga bedrageri, skrappost eller missbruk;
6vervaka och uppratthalla vara villkor; skydda tjansten och vara anvandare.
Rattslig grund: Berattigat intresse (Art. 6.1(f)) for att halla tjansten saker; Rattslig skyldighet (Art. 6.1(c)) nar lagar

kraver sdkerhets- eller bedragerikontroller.

5.4 Analys, prestanda och forbattring av tjansten



Exempel: mata anvandning; diagnostisera fel; forbattra innehall, fragebanker och anvandarupplevelse; utveckla
nya funktioner; skapa aggregerad statistik; genomfora A/B-tester med icke-n6dvandiga cookies/SDK:er endast
med samtycke dar sa kravs.

Rattslig grund: Berattigat intresse (Art. 6.1(f)) for nédvandig matning och tjanstekvalitet; Samtycke (Art. 6.1(a)) for

icke-n6dvandig analys dar lag kraver det.

5.5 Personalisering och slutsatser skapade av oss

Exempel: skapa slutsatser baserat pa ditt testdeltagande (t.ex. segmentering efter poang) for att generera din
rapport och anpassa upplevelsen i tjansten. Vi anvander inte sddana slutsatser for beslut med rattsliga eller
liknande betydande effekter.

Rattslig grund: Avtal (Art. 6.1(b)) for att producera kdpta resultat (t.ex. din rapport); Berattigat intresse (Art. 6.1(f))

for att anpassa icke-vasentliga delar av tjansten.

5.6 Marknadsforing (dar tillatet) och kommunikation

Exempel: skicka e-post om liknande produkter du har kopt; frivilliga nyhetsbrev/erbjudanden; mata
kampanjresultat; (vid behov) visa annonser for vara egna tjanster. Icke-nédvandiga cookies/SDK:er for reklam eller
atermalning anvands endast med samtycke dar det kravs.

Rattslig grund: Berattigat intresse (Art. 6.1(f)) for e-postutskick till konsumenter om liknande produkter/tjanster
(med mojlighet till avregistrering nar som helst); Samtycke (Art. 6.1(a)) for elektronisk marknadsforing dar det

kravs enligt lag samt for icke-nddvandiga reklamsyften.

5.7 Betalningar, redovisning, skatt och regelefterlevnad

Exempel: hantera/aterbetala betalningar via leverantorer (t.ex. Stripe, SolidGate, PayPal); spara
transaktionsregister; hantera konsumentrattigheter; félja bokforings-, skatte- och regleringskrav.

Rattslig grund: Avtal (Art. 6.1(b)) for att behandla ditt kop; Rattslig skyldighet (Art. 6.1(c)) for skatte-
/bokforingsandamal och for att svara pa rattsliga forfragningar; Berattigat intresse (Art. 6.1(f)) for revision och

regelefterlevnad.

‘ 5.8 Skydda vara rattigheter, sdkerhet och juridiska intressen

Exempel: havda eller férsvara rattsliga krav; svara pa lagliga forfragningar; forebygga skada; hantera
sakerhetsincidenter; uppratthalla vara villkor.
Rattslig grund: Berattigat intresse (Art. 6.1(f)); Rattslig skyldighet (Art. 6.1(c)) dar tillampligt.

‘ 5.9 Samtycke dar det krévs; aterkallelse av samtycke

Nar vi baserar oss pa samtycke (t.ex. icke-nédvandiga cookies/SDK:er, viss marknadsforing) kan du nar som helst
aterkalla ditt samtycke via Cookie-installningar eller avregistreringslanken i vara e-postutskick (eller genom att

kontakta oss). Aterkallelse paverkar inte tidigare laglig behandling.



‘ 5.10 Kansliga personuppgifter (SPI) - begransad anvandning

Vi kan behandla kontoinloggning och I6senord (betraktas som SPI i vissa jurisdiktioner) endast for tillatna syften

sasom autentisering, sakerhet och bedrageriskydd. Vi anvander inte SPI for att dra slutsatser om dig.

‘ 5.11 Invandningar och valmajligheter

Nar vi baserar behandling pa berattigat intresse har du ratt att invanda mot behandlingen pa grunder som rér din
situation. Vi kommer att respektera din begaran om vi inte har tvingande berattigade skal eller om behandlingen
ar nodvandig for rattsliga ansprak. Du kan ocksa hantera icke-nédvandiga cookies/SDK:er i Cookie-instédllningar
och nar som helst avregistrera dig fran marknadsforing via lanken i vara e-postmeddelanden eller genom att

kontakta oss.

6) Cookies, analys och reklam

‘ 6.1 Vad dessa tekniker ar

Vi och vara tjansteleverantorer anvander cookies och liknande tekniker (t.ex. pixlar, taggar, SDK:er, lokal lagring)

("Cookies”) for att driva webbplatsen, hdlla den saker, mata prestanda och - dar tillatet - stédja analys och reklam.

‘ 6.2 Typer av cookies vi anvander

e Nodvandiga (strikt nédvéandiga): Kravs for att webbplatsen ska fungera och for att tillhandahalla funktioner
du begar (t.ex. inloggning, lastbalansering, sékerhet/bedrageriskydd). Dessa kan inte stangas av.

e Analys/prestanda: Hjalper oss att forsta hur webbplatsen anvands (t.ex. sidvisningar, sessionstid,
felrapportering) sa att vi kan forbattra tjansten.

e Funktionella: Kommer ihag val (t.ex. sprak, region) och férbattrar funktioner.

e Reklam/marknadsforing: Gor det mojligt for oss (eller vara partners) att mata kampanjer och, dar
tillampligt, visa annonser for vara tjanster som kan vara mer relevanta for dig.

6.3 Dina val

Cookie-installningar: Du kan nar som helst hantera icke-n6édvandiga cookies via Cookie-installningar (Iank i
sidhuvud/sidfot eller banner).

Webblasarkontroller: De flesta webblasare later dig blockera/radera cookies. Om du blockerar nédvandiga
cookies kan vissa funktioner sluta fungera.

Analysopt-out: Vissa leverantorer erbjuder webblasartillagg eller installningar fér att begransa matning.

Mobilinstallningar: Ditt operativsystem kan ha installningar for att begransa annonssparning.

6.4 Analys och tjanstematning



Vi anvander analys- och diagnostikverktyg for att skapa aggregerad statistik, forbattra prestanda och atgarda
problem (t.ex. sidladdningstider, funktionsanvandning, krascher/felrapporter). Dessa leverantérer agerar som

vara personuppgiftsbitraden enligt avtal och far inte anvanda uppgifterna for egna andamal.

6.5 Reklam och beteendebaserad annonsering

Dar det ar tillatet kan vi samarbeta med reklampartners for att (i) mata effektiviteten i vara kampanjer och (ii) visa
annonser for vara egna tjanster baserat pa dina intressen over tid och mellan oberoende webbplatser/appar
(aven kallat "cross-context behavioral advertising”). Du kan styra icke-n6dvandiga reklamcookies i Cookie-
installningar.

Invanare i Kalifornien: se avsnitt 12 (Integritetsmeddelande for Kalifornien) for ytterligare val, inklusive lanken

Do Not Sell or Share My Personal Information.

6.6 Partners och utlamnande

Vi samarbetar med partnerkategorier som: hosting/CDN, sakerhet/bedrageriskydd, tagghantering,
analys/matning, felévervakning, A/B-testning, kundsupport och reklam-/marknadsforingsplattformar. Vissa
agerar som vara bitraden; andra (t.ex. betalningsplattformar) kan agera som oberoende personuppgiftsansvariga

- se deras integritetspolicyer.

6.7 Lagringstid

Cookies kan ha olika livslangd. Sessionscookies upphdr nar du stanger webbldsaren; permanenta cookies kan
lagras langre (t.ex. i manader) om du inte raderar dem tidigare. Specifika varaktigheter visas i din webblasare eller

i vart cookieverktyg.

7) Delning av personuppgifter med tredje part

Vi séljer inte dina personuppgifter. Vi delar dem endast enligt beskrivningen nedan och i den man det behovs for

att driva, sakra och férbattra tjansterna.

‘ 7.1 Var personal och vara narstaende bolag (vid behov)

Personuppgifter kan anvandas av féretagets personal och narstaende enheter endast i den utstrackning som
kravs for att driva tjansterna, tillhandahalla support och utféra de aktiviteter som beskrivs i denna policy. All

personal omfattas av sekretesskrav.

‘ 7.2 Tjansteleverantorer/personuppgiftsbitraden (enligt avtal)

Vi delar personuppgifter med leverantérer som behandlar data for var rakning enligt skriftliga avtal som

begransar deras anvandning till vara instruktioner och gallande lag. Typiska kategorier inkluderar:

e Hosting / CDN & infrastruktur (webbhotell, innehallsleverans, lagring, backup)



Sakerhet & bedrageriskydd (hotdetektering, missbruksférebyggande, autentisering)

Analys / matning & diagnostik (anvandningsstatistik, felrapportering)

Kundsupport & kommunikation (helpdesk, e-post/SMS-leverans)

Betalning & fakturering (tokeniserade betalningsreferenser, fakturametadata)

‘ 7.3 Oberoende personuppgiftsansvariga/tredje parter

Vissa partners agerar som oberoende personuppgiftsansvariga och behandlar personuppgifter fér egna syften
enligt sina integritetspolicyer - t.ex. vissa betalningsplattformar (som PayPal) och, dar tillampligt, annons-

/matplattformar. Nar du valjer sddana tjanster styr deras villkor och policyer anvandningen av dina uppgifter.

‘ 7.4 Rattsliga krav, efterlevnad och skydd

Vi kan Iamna ut personuppgifter nar vi i god tro anser att det ar nédvandigt for att:

(i) folja tillamplig lag, rattslig process eller myndighetsbegaran;

(ii) uppratthalla vara villkor, skydda var verksamhet eller férsvara rattsliga ansprak;
(iii) upptacka, férebygga eller hantera bedrageri, sékerhet eller tekniska problem; eller

(iv) skydda foretagets, anvandarnas eller allmanhetens rattigheter, egendom eller sédkerhet.

‘ 7.5 Foretagstransaktioner

Vi kan dela eller éverféra personuppgifter i samband med faktisk eller planerad sammanslagning, férvarv,
finansiering, omorganisation, tillgangsforsaljning eller insolvens/konkurs. Vid behov kommer vi att meddela dig

och sakerstalla att mottagaren féljer denna policy eller motsvarande skydd.

‘ 7.6 Aggregerad eller avidentifierad information

Vi kan dela aggregerad statistik eller avidentifierad information som inte identifierar dig, for forskning, analys

eller forbattring av tjansterna. Vi hanterar sadan data pa ett satt som forhindrar ateridentifiering.

‘ 7.7 Internationella overforingar

Vissa mottagare kan finnas utanfor din jurisdiktion (t.ex. leverantorer i USA). Se avsnitt 8 (Internationella

datadverféringar) for information om hur vi skyddar sadana éverféringar.

‘ 7.8 Reklam och beteendebaserad annonsering

Nar vi samarbetar med annons- eller matningspartners beskrivs dessa aktiviteter och dina val i avsnitt 6 (Cookies,
analys och reklam). Invanare i Kalifornien bor ocksa se avsnitt 12 (Integritetsmeddelande fér Kalifornien) for

alternativet Do Not Sell or Share och installningar for opt-out-signaler.



‘ 8) Internationella dataoverforingar

‘ 8.1 Var din data behandlas

Vi ar etablerade inom EU (Polen). Tjansterna ar huvudsakligen vardbaserade inom EU. Vissa leverantdrer och
partners (t.ex. betalning, analys, support, sakerhet) kan behandla personuppgifter utanfér ditt land, inklusive i

lander med lagre skyddsniva (t.ex. USA).

8.2 Skyddsatgarder for gransoverskridande overforingar
(GDPR/EEA)

Nar vi overfor personuppagifter fran EES till ett land utan beslut om adekvat skyddsniva anvander vi lampliga

skyddsatgarder, sasom:
e EU:s standardavtalsklausuler (SCC) med mottagare, inklusive krav pa vidaredverféring; och

o Kompletterande atgarder dar det behovs (t.ex. kryptering, atkomstkontroller, dataminimering,
leverantdrsgranskning).
Dar det ar tillampligt kan vi ocksa forlita oss pa ett beslut om adekvat skydd (t.ex. EU-USA Data Privacy
Framework).

‘ 8.3 Overforingar fran Storbritannien

Om vi senare riktar oss till brittiska anvandare och éverfor personuppgifter fran Storbritannien till tredjeland,
kommer vi att anvanda UK IDTA eller UK-tillagget till EU SCC (och kompletterande atgarder dar det kravs), eller
forlita oss pa ett brittiskt beslut om adekvat skydd.

‘ 8.4 Andra lagliga grunder for specifika overforingar

I vissa begransade fall kan vi forlita oss pa undantag enligt lag (t.ex. fullgérande av avtal pa din begaran, rattsliga

ansprak, eller ditt uttryckliga samtycke).

‘ 8.5 Information om skyddsatgarder

Du kan kontakta oss (se avsnitt 15) for att begara mer information om vara skyddsatgarder eller for att fa en kopia

av relevanta SCC (redigerad for att skydda konfidentiella villkor).

‘ 8.6 Leverantorsgranskning

Vi genomfor riskbedémningar av centrala leverantdérer som hanterar personuppgifter och granskar regelbundet

deras tekniska och organisatoriska skyddsatgarder for att sakerstalla en lamplig skyddsniva.

9) Bevarande



Vi behdller personuppgifter endast sa lange som det ar nédvandigt for att uppfylla de syften som beskrivs i denna
policy (se avsnitt 5), inklusive for att uppfylla juridiska, redovisningsmassiga eller rapporteringskrav, 16sa tvister
och verkstalla vara avtal. Nar uppgifterna inte langre behovs raderar eller avidentifierar vi dem, savida inte en

langre lagringsperiod kravs eller tillats enligt tillamplig lag.

9.1 Kategoribaserade perioder/kriterier

Konto- och profildata (namn, e-post, installningar): Bevaras sa lange ditt konto ar aktivt och darefter vanligtvis
upp till 24 manader efter senaste aktivitet for support, bedrageriforebyggande och dokumentation, om du inte
begar radering tidigare (med forbehall for juridiska skyldigheter).

Testdeltagande och resultat (svar, tidsstamplar, poang, certifikat/rapporter): Bevaras sa lange det ar nédvandigt
for att tillhandahalla de produkter du kopt och for att kunna stddja legitima begdranden (t.ex. aterleverans),
darefter vanligtvis 12-24 manader efter senaste aktivitet, om inte lag kraver annan period.

Prenumerations- och faktureringsposter (plan, fakturahistorik, kvitton): Grundlaggande transaktionsuppgifter
sparas under den period som kravs enligt skatte- och bokféringslagar (vanligtvis 7 ar i manga jurisdiktioner).
Betalningssymboler/metadata (inga fullstandiga kortnummer): Bevaras sa lange som behovs for hantering av
betalningar, bedrageriférebyggande och avstamning, vanligtvis upp till perioden for transaktionsdokumentation.
Kundsupportkommunikation (e-post, arenden, bilagor): Bevaras medan ditt drende ar 6ppet och darefter
vanligtvis 12-24 manader for kvalitetskontroll, utbildning och juridiskt férsvar.

Sdkerhets-/bedrageriloggar (atkomst, autentisering, missbruksindikatorer): Bevaras for sakerhetsandamal,
vanligtvis 6-24 manader, eller langre vid incidentutredning eller lagkrav.

Analys-/diagnostikdata (aggregerade anvandningsmatvarden, felloggar): Bevaras i identifierbar form endast sa
lange som behovs for felsokning och forbattring, darefter aggregeras eller avidentifieras den for langsiktig
trendanalys.

Juridiska/efterlevnadsrelaterade poster (samtycken, integritetsbegaranden): Bevaras enligt lag, t.ex. for att visa

efterlevnad av samtyckes- och rattighetsforfragningar.

‘ 9.2 Cookies och liknande teknologier

Livslangden fér cookies/SDK:er varierar beroende pa typ och syfte. Sessionscookies upphdr nar du stanger
webblasaren; bestandiga cookies finns kvar under en angiven period om du inte raderar dem. Se avsnitt 6

(Cookies, analys och annonsering) samt verktyget for cookieinstallningar for detaljer och valmaijligheter.

‘ 9.3 Avidentifiering och aggregering

Dar det ar lampligt avidentifierar eller aggregerar vi data sa att den inte langre rimligen kan identifiera dig. Vi
behaller och anvander sadan data i den formen och férsoker inte ateridentifiera den. Avidentifierad eller

aggregerad data kan sparas och anvandas for legitima affarsandamal (t.ex. tjansteférbattring, statistik).

‘ 9.4 Kriterier vi anvander

Nar vi faststaller lagringsperioder beaktar vi:

(i) mangden, typen och kansligheten av uppgifterna,



(ii) syftet med behandlingen och om det kan uppnas pa andra satt,
(iii) rattsliga/requlatoriska krav,
(iv) risken for skada vid obehoérig anvandning eller utlamning, samt

(v) vara avtalsenliga skyldigheter och férmagan att uppfylla anvandares begaranden.

9.5 Radering pa begaran

Med forbehall for tillamplig lag och dokumenterade undantag (t.ex. skatte-/juridiska skyldigheter, sakerhet eller
tvistldsning) respekterar vi begaranden om radering - se Dina rattigheter (avsnitt 11 och 12) for information om

hur du skickar en begaran.

10) Sakerhet

Vi infor rimliga tekniska och organisatoriska atgarder for att skydda personuppgifter mot oavsiktlig eller olaglig
forstorelse, forlust, andring, obehorigt utlamnande eller atkomst. Dessa atgarder anpassas efter datans natur och

vara behandlingsaktiviteter och granskas regelbundet.
Exempel pa atgarder:

o Atkomstkontroller och minimering av behérigheter: rollbaserad dtkomst, behovsprincip,
autentiseringsskydd.

o Kryptering och 6verforingssdkerhet: kryptering under 6verféring och lagring dar det ar lampligt; sakra
transportprotokoll.

o Natverks- och applikationsskydd: segmentering, loggning/6vervakning, sarbarhetshantering och
andringskontroll.

o Leverantorsgranskning: avtalsmassiga sakerhetskrav och periodiska riskbedémningar.

 Resiliens och aterstallning: sakerhetskopior, kontinuitets- och incidenthanteringsrutiner for att minska
driftstopp och dataférlust.

Ingen absolut garanti.
Ingen metod for 6verforing eller lagring ar 100 % saker. Vi arbetar for att skydda dina uppgifter men kan inte

garantera absolut sakerhet.

Incidenthantering och avisering.
Om vi blir medvetna om ett sakerhetsintrang som paverkar personuppgifter, kommer vi att utreda och meddela

berdrda individer och/eller myndigheter enligt gallande lag och vara rutiner for incidentrespons.

Din roll.
Du ansvarar for att halla dina kontouppgifter konfidentiella och for att omedelbart meddela oss om misstankt

obehorig atkomst till ditt konto (se avsnitt 4 och Dina integritetsval for kontaktalternativ).

11) Dina rattigheter



Du kan ha rattigheter gallande dina personuppgifter enligt tillamplig lag. Du kan skicka en begaran via Your

Privacy Choices (lanken i sidhuvud/sidfot) eller via e-post till privacy@wwiqtest.com (eller info@wwiqtest.com).

Vi kan be dig verifiera din identitet innan vi agerar pa en begaran. Vissa rattigheter ar féremal fér begransningar

eller undantag (t.ex. nar en begaran skulle krdnka andras rattigheter eller strida mot lagkrav).

11.1 EU/EES

Om du befinner dig inom EU/EES (och senare, om tillampligt, Storbritannien) har du féljande rattigheter enligt
GDPR (och brittiska GDPR):

o Tillgang: fa bekraftelse pa om vi behandlar dina personuppgifter och erhalla en kopia.
o Rattelse: korrigera felaktiga eller ofullstandiga uppgifter.

e Radering: begara radering under vissa omstandigheter (t.ex. inte langre nédvandiga; du aterkallar samtycke;
olaglig behandling).

o Begransning: begara att vi begransar behandlingen i vissa fall (t.ex. medan riktigheten bestrids).

o Dataportabilitet: erhalla uppgifter du lamnat i ett strukturerat, maskinlasbart format och, dar tekniskt
moijligt, fa dem Overférda till annan personuppgiftsansvarig.

e Invandning: motsatta dig behandling som baseras pa berattigat intresse, inklusive profilering; vi upphdr om
vi inte visar tvingande berattigade skal. Du kan ocksa invanda mot direktmarknadsféring.

o Aterkalla samtycke: dar vi forlitar oss pa samtycke (t.ex. icke-n6dvandiga cookies), kan du aterkalla det nar
som helst utan att det paverkar tidigare laglig behandling.

Svarstid: Vi svarar inom en (1) manad efter mottagande av en verifierad begaran. Vid komplexitet kan tiden
forlangas med upp till tva (2) manader; du informeras da om orsaken.
Klagomal: Du har ratt att lamna klagomal till en tillsynsmyndighet. Var ledande myndighet ar Presidenten for

Dataskyddsmyndigheten (UODO) i Polen. Du kan ocksa kontakta din lokala myndighet.

11.2 Globalt

Beroende pa var du bor kan du ha lokala integritetsrattigheter enligt tillamplig lag. Du ansvarar for att skydda

dina kontouppgifter och meddela oss om misstankt obehorig atkomst till info@wwiqtest.com. Vi behandlar din

begaran enligt lagstiftningen i din jurisdiktion och denna policy.

12) Integritetsmeddelande for Kalifornien (CPRA)

Detta avsnitt galler endast invanare i Kalifornien och kompletterar resten av denna policy. Termer som "sélja”,

"dela”, "tjansteleverantdr” och "kanslig personlig information (SPI)” har de betydelser som anges i CCPA/CPRA.

‘ 12.1 Meddelande vid insamling (senaste 12 manaderna och framat)

Vi har samlat in foljande kategorier av personuppgifter:

o Identifierare: namn, e-post, IP-adress, kontonummer, cookie-/annons-ID.



Kund-/faktureringsdata: kop, prenumerationsstatus, tokeniserade betalningsreferenser (inga fullstandiga
kortnummer).

Kommersiell information: produkter kdpta, fornyelser, testdata.

Internet-/natverksaktivitet: enhet/webblasardata, sidvisningar, klick, tidsstamplar.

Ungefarlig geolokalisering (fran IP-adress).

Harledda slutsatser: grupperingar baserade pa resultat for rapportgenerering.

Kanslig information (SPI): endast inloggningsuppgifter (e-post/anvandarnamn + [6senord).

Vi samlar inte in skyddade klassificeringar, biometriska data, yrkesuppgifter, utbildningsdata, exakta platser eller

halsodata.

Syften: att tillhandahalla tjanster, hantera konton, behandla betalningar, tillhandahalla support, uppratthalla
sakerhet, utfora analys, skicka marknadsforing (dar tillatet) och uppfylla juridiska skyldigheter.
Mottagare: tjansteleverantorer (hosting, sakerhet, analys, betalning), oberoende kontroller (t.ex. PayPal),

myndigheter, samt vid foretagsoverlatelser.

Forsaljning/delning:
Vi sdljer inte personuppgifter for pengar, men kan "dela” data for beteendebaserad annonsering enligt
kalifornisk lag (t.ex. cookie-ID). Du kan valja bort detta via Do Not Sell or Share My Personal Information och Cookie

Settings.

‘ 12.2 Kanslig personlig information (SPI)

Vi anvander endast SPI for autentisering, sakerhet och bedrageriskydd. Vi anvander inte SPI for att dra slutsatser
om dig och erbjuder darfor inte for narvarande nagon separat "Begransa anvandningen av min kansliga

personliga information”-lank.

‘ 12.3 Dina rattigheter i Kalifornien

Du har ratt att:

(1) fa veta/tillgang till dina uppgifter,
(2) radera,

(3) korrigera,

(4) fa dataportabilitet,

(5) vélja bort forsaljning/delning.

Vi diskriminerar inte anvandare som utdvar sina rattigheter.

Begaran skickas via Your Privacy Choices eller info@wwiqtest.com. Vi bekraftar inom 10 dagar och svarar inom

45 dagar (med eventuell férlangning).

Vi verifierar identitet och eventuella auktoriserade ombud innan atgard.

Minderariga: Vi tillhandahaller inte tjanster till personer under 18 ar och samlar inte medvetet in deras uppagifter.

Om vi upptacker sadan insamling raderas informationen.



13) Barn och tonaringar

Endast for personer 18 ar och aldre.
Vi samlar inte medvetet in personuppgifter fran barn under 13 ar. Om du som foralder/vardnadshavare tror att

ditt barn Iamnat uppgifter till oss, kontakta oss via Your Privacy Choices eller privacy@wwiqtest.com.

Om vi upptacker sadan insamling kommer vi att:
e Radera uppgifterna omedelbart,
e Avsluta relaterad atkomst till tjansterna, och

e Vidta rimliga atgarder for att férhindra ytterligare insamling.

14) Kontaktinformation

E-post:

privacy@wwiqtest.com

info@wwigtest.com

Postadress:
CELL.KOMUNIKACIA Sp. z o.0.
Ul. Rynek Gtoéwny 28

31-010 Krakdéw, Matopolskie

Polen

15) Andringar av denna policy

Vi kan uppdatera denna integritetspolicy fran tid till annan. Datumet "Senast uppdaterad” hogst upp anger de

senaste andringarna.

Hur vi meddelar dig:
Vid vasentliga andringar informerar vi dig (t.ex. via ett tydligt meddelande pa webbplatsen eller e-post).

Ovriga dndringar trader i kraft vid publicering med nytt datum.

Nar andringar boérjar galla:
Vasentliga andringar trader i kraft sju (7) dagar efter meddelande, om inte annat anges eller kravs enligt lag.

Andringar av juridiska, sékerhetsmaéssiga eller operativa skal kan bérja galla omedelbart.

Dina val:
Om du inte accepterar den uppdaterade policyn bor du sluta anvanda tjansterna, justera dina installningar och
eventuellt avsluta prenumeration.

Fortsatt anvandning efter ikrafttradandet innebar att du accepterar den uppdaterade policyn.

Ingen retroaktiv verkan:

Uppdateringar galler inte tvister som uppstatt fore ikrafttradandet.



Senast reviderad: 16.10.2025

* Vart innehall erbjuds pa flera sprak genom en kombination av mansklig och Al-assisterad 6versattning. Trots vara
anstrangningar att sékerstalla noggrannhet &r den engelska versionen den officiella och juridiskt bindande texten.



